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Certified Information Security Manager (CISM) 

 
COURSE OVERVIEW 
This course is designed to help candidates prepare for sitting the ISACA CISM certification examination. By taking this 
course and obtaining CISM certification, your experience and skills in supporting the information security needs of 
your organization will be validated. Securing the organization’s information is a critical business objective in today’s 
business environment. The information that an organization depends on to be successful can be at risk from numerous 
sources. By effectively managing information security, you can address these risks and ensure the organization 
remains healthy and competitive in the marketplace. 

 
WHO SHOULD ATTEND? 
Information security and IT professionals, particularly IT managers who are interested in earning the CISM certification. 
The course is also applicable to individuals who are interested in learning in-depth information about information 
security management or who are looking for career advancement in IT security. 
 

COURSE OUTCOMES 
Delegates will gain the skills and knowledge to; 

• Establish and maintain a framework to provide assurance that information security strategies are aligned with 
business objectives and consistent with applicable laws and regulations. 

• Identify and manage information security risks to achieve business objectives. 

• Create a program to implement the information security strategy. 

• Implement an information security program. 

• Oversee and direct information security activities to execute the information security program. 

• Plan, develop, and manage capabilities to detect, respond to, and recover from information security incidents. 

 
KEY COURSE HIGHLIGHTS 
At the end of the course, you will understand; 

• Information security governance and risk management. 

• Developing and managing security programs. 

• Managing security incident response. 

• Establishing security governance structures. 

• Managing risks and ensuring compliance. 

• Preparing for the CISM certification exam. 
 
All our courses are dual-certificate courses. At the end of the training, the delegates will receive two certificates.  
1. A GTC end-of-course certificate  
2. Continuing Professional Development (CPD) Certificate of completion with earned credits awarded 
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